
OSINT Industries
Report for: may18friday@live.com
As of 2024-08-22T21:40:21.000Z

Map • Modules • Timeline
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GOOGLE
Registered : true
Id : 108252064537645858618
Last Seen : 2023-03-27T01:00:10

PICSART
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https://app.osint.industries/results?query=009668c1-e371-45ec-a0b1-8a0698e1365e&home=true#module-index
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https://app.osint.industries/results?query=009668c1-e371-45ec-a0b1-8a0698e1365e&home=true#timeline-index
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Registered : true
Id : 302402418133101
Username : may18friday
Profile Url : https://picsart.com/u/may18friday
Followers : 0
Following : 1

SKYPE
Registered : true
Id : live:may18friday
Name : georgia dawn
Username : live:may18friday

FACEBOOK
Registered : true

LINKEDIN
Registered : true

HIBP



Registered : true
Breach : true
Name : Data Enrichment Exposure From PDL Customer
Bio : In October 2019, <a href="https://www.troyhunt.com/data-enrichment-people-data-labs-and-
another-622m-email-addresses" target="_blank" rel="noopener">security researchers Vinny Troia and Bob
Diachenko identified an unprotected Elasticsearch server holding 1.2 billion records of personal data</a>.
The exposed data included an index indicating it was sourced from data enrichment company People Data
Labs (PDL) and contained 622 million unique email addresses. The server was not owned by PDL and it's
believed a customer failed to properly secure the database. Exposed information included email addresses,
phone numbers, social media profiles and job history data.
Creation Date : 2019-10-16T00:00:00

Registered : true
Breach : true
Name : Edmodo
Website : edmodo.com
Bio : In May 2017, the education platform <a href="https://motherboard.vice.com/en_us/article/hacker-
steals-millions-of-user-account-details-from-education-platform-edmodo" target="_blank"
rel="noopener">Edmodo was hacked</a> resulting in the exposure of 77 million records comprised of over
43 million unique customer email addresses. The data was consequently published to a popular hacking
forum and made freely available. The records in the breach included usernames, email addresses and bcrypt
hashes of passwords.
Creation Date : 2017-05-11T00:00:00

Registered : true
Breach : true
Name : Jefit
Website : jefit.com
Bio : In August 2020, the workout tracking app <a href="https://www.jefit.com/jefit-news-product-updates
/jefit-data-incident-public-announcement" target="_blank" rel="noopener">Jefit suffered a data
breach</a>. The data was subsequently sold within the hacking community and included over 9 million



email and IP addresses, usernames and passwords stored as either vBulletin or argon2 hashes. Several
million cracked passwords later appeared in broad circulation.
Creation Date : 2020-08-11T00:00:00

Registered : true
Breach : true
Name : National Public Data
Bio : In April 2024, <a href="https://www.troyhunt.com/inside-the-3-billion-people-national-public-data-
breach" target="_blank" rel="noopener">a large trove of data made headlines as having exposed &quot;3
billion people&quot; due to a breach of the National Public Data background check service</a>. The initial
corpus of data released in the breach contained billions of rows of personal information, including US social
security numbers. Further partial data sets were later released including extensive personal information and
134M unique email addresses, although the origin and accuracy of the data remains in question. This breach
has been flagged as &quot;unverified&quot; and a full description of the incident is in the link above.
Creation Date : 2024-04-09T00:00:00

Registered : true
Breach : true
Name : River City Media Spam List
Website : rivercitymediaonline.com
Bio : In January 2017, <a href="https://web.archive.org/web/20170426084052/https://mackeeper.com
/blog/post/339-spammergate-the-fall-of-an-empire" target="_blank" rel="noopener">a massive trove of
data from River City Media was found exposed online</a>. The data was found to contain almost 1.4 billion
records including email and IP addresses, names and physical addresses, all of which was used as part of an
enormous spam operation. Once de-duplicated, there were 393 million unique email addresses within the
exposed data.
Creation Date : 2017-01-01T00:00:00

Registered : true



Breach : true
Name : Straffic
Website : straffic.io
Bio : In February 2020, Israeli marketing company <a href="https://www.databreachtoday.com/israeli-
marketing-company-exposes-contacts-database-a-13785" target="_blank" rel="noopener">Straffic exposed
a database with 140GB of personal data</a>. The publicly accessible Elasticsearch database contained over
300M rows with 49M unique email addresses. Exposed data also included names, phone numbers, physical
addresses and genders. In <a href="https://straffic.io/updates.php" target="_blank" rel="noopener">their
breach disclosure message</a>, Straffic stated that &quot;it is impossible to create a totally immune
system, and these things can occur&quot;.
Creation Date : 2020-02-14T00:00:00

Registered : true
Breach : true
Name : Verifications.io
Website : verifications.io
Bio : In February 2019, the email address validation service <a href="https://securitydiscovery.com/800-
million-emails-leaked-online-by-email-verification-service" target="_blank" rel="noopener">verifications.io
suffered a data breach</a>. Discovered by <a href="https://twitter.com/mayhemdayone" target="_blank"
rel="noopener">Bob Diachenko</a> and <a href="https://twitter.com/vinnytroia" target="_blank"
rel="noopener">Vinny Troia</a>, the breach was due to the data being stored in a MongoDB instance left
publicly facing without a password and resulted in 763 million unique email addresses being exposed. Many
records within the data also included additional personal attributes such as names, phone numbers, IP
addresses, dates of birth and genders. No passwords were included in the data. The Verifications.io website
went offline during the disclosure process, although <a href="https://web.archive.org/web/20190227230352
/https://verifications.io/" target="_blank" rel="noopener">an archived copy remains viewable</a>.
Creation Date : 2019-02-25T00:00:00

Registered : true
Breach : true
Name : Wanelo



Website : wanelo.com
Bio : In approximately December 2018, the digital mall <a href="https://www.zdnet.com/article/a-hacker-
has-dumped-nearly-one-billion-user-records-over-the-past-two-months/" target="_blank"
rel="noopener">Wanelo suffered a data breach</a>. The data was later placed up for sale on a dark web
marketplace along with a collection of other data breaches in April 2019. A total of 23 million unique email
addresses were included in the breach alongside passwords stored as either MD5 or bcrypt hashes. After the
initial HIBP load, further data containing names, shipping addresses and IP addresses were also provided to
HIBP, albeit without direct association to the email addresses and passwords. The data was provided to HIBP
by a source who requested it be attributed to &quot;JimScott.Sec@protonmail.com&quot;.
Creation Date : 2018-12-13T00:00:00

INSTACART
Registered : true

MYSPACE
Registered : true

GIPHY
Registered : true

TUMBLR
Registered : true

CYBERBACKGROUNDCHECKS



Registered : true
Name : Betty M Smith
Age : 59
Location : 156 Westwood Dr APT E1, Interlachen, FL, 32148, US
Email : bapmjm@comcast.net, may18friday@live.com, rainygeorgia13@gmail.com, bostwick6@aol.com
Phone : (386) 325-1403, (386) 328-7682, (386) 328-1848, (386) 684-1855, (386) 684-7277

DISNEYSTORE
Registered : true

ESPN
Registered : true

PANDORA
Registered : true
Username : may18friday
Profile Url : https://pandora.com/content/mobile/profile.vm?webname=may18friday
Followers : 0
Following : 0

APPLE



Registered : true
Phone Hint : (???) ???-??04

INSTAGRAM
Registered : true

MICROSOFT
Registered : true
Id : 1C24ACAFB64DFBEA
Name : georgia dawn
Location : US
Last Seen : 2024-08-16T02:02:22.523000+00:00
Creation Date : 2012-05-10T14:31:05.233000+00:00

MAPS
Registered : true
Profile Url : https://www.google.com/maps/contrib/108252064537645858618/reviews

PINTEREST
Registered : true



DROPBOX
Registered : true

EBAY
Registered : true
First Name : Betty
Location : United States
Username : may18_14
Profile Url : https://www.ebay.com/usr/may18_14
Phone Hint : 9xx-xxx-xx39
Creation Date : 2019-12-31T00:00:00



Timeline
Content: Breached on Data Enrichment Exposure From PDL Customer

Date/Year: 2019-10-16T00:00:00

Content: Breached on Edmodo

Date/Year: 2017-05-11T00:00:00

Content: Breached on Jefit

Date/Year: 2020-08-11T00:00:00

Content: Breached on National Public Data

Date/Year: 2024-04-09T00:00:00

Content: Breached on River City Media Spam List

Date/Year: 2017-01-01T00:00:00

Content: Breached on Straffic

Date/Year: 2020-02-14T00:00:00

Content: Breached on Verifications.io

Date/Year: 2019-02-25T00:00:00

Content: Breached on Wanelo

Date/Year: 2018-12-13T00:00:00

Content: Last Active (Microsoft)

Date/Year: 2024-08-16T02:02:22.523000+00:00

Content: Created Account (Microsoft)

Date/Year: 2012-05-10T14:31:05.233000+00:00

Content: Last Active (Google)



Date/Year: 2023-03-27T01:00:10

Content: Created Account (Ebay)

Date/Year: 2019-12-31T00:00:00
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