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Module Responses
GOOGLE
Registered : true
Id : 109034876582604482980
Name : Aaron schaefers
Last Seen : 2024-07-20T06:37:58

Registered : true
Devices : Motorola Moto E (4)
Last Seen : 2018-01-18T12:44:05

CALENDAR
Registered : true
Last Seen : 2024-07-21T17:45:03

PLAYGAMES
Registered : true
Id : g14335333615362135612
Name : legofreak2010
Username : legofreak2010
Banner Url :
https://lh3.googleusercontent.com/gE_v155mLX2ILyavanqoE8z2JwsdafesUOVYOaCU7dtNA_cC9_2AG9dKmnDCE2WGYkgOtteOKU7OF1mOdjM
Bio : Puzzle Master
Last Seen : 2021-02-04T08:12:33

FACEBOOK
Registered : true
Email Hint : l*****3@gmail.com, s*****1@yahoo.com, a*****s@m*******.com
Phone Hint : +*********36

HIBP
Registered : true
Breach : true
Name : Advance Auto Parts
Website : advanceautoparts.com
Bio : In June 2024, <a href="https://www.bleepingcomputer.com/news/security/advance-auto-parts-confirms-data-breach-
exposed-employee-information/" target="_blank" rel="noopener">Advance Auto Parts confirmed they had suffered a data
breach</a> which was posted for sale to a popular hacking forum. Linked to unauthorised access to Snowflake cloud services, the
breach exposed a large number of records related to both customers and employees. In total, 79M unique email addresses were
included in the breach, alongside names, phone numbers, addresses and further data attributes related to company employees.
Creation Date : 2024-06-05T00:00:00



Registered : true
Breach : true
Name : Modern Business Solutions
Website : modbsolutions.com
Bio : In October 2016, a large Mongo DB file containing tens of millions of accounts <a
href="https://twitter.com/0x2Taylor/status/784544208879292417" target="_blank" rel="noopener">was shared publicly on
Twitter</a> (the file has since been removed). The database contained over 58M unique email addresses along with IP addresses,
names, home addresses, genders, job titles, dates of birth and phone numbers. The data was subsequently <a
href="http://news.softpedia.com/news/hacker-steals-58-million-user-records-from-data-storage-provider-509190.shtml"
target="_blank" rel="noopener">attributed to &quot;Modern Business Solutions&quot;</a>, a company that provides data storage
and database hosting solutions. They've yet to acknowledge the incident or explain how they came to be in possession of the data.
Creation Date : 2016-10-08T00:00:00

Registered : true
Breach : true
Name : MyFHA
Website : myfha.net
Bio : In approximately February 2015, the home financing website <a
href="https://web.archive.org/web/20180324231131/http://myfha.net/" target="_blank" rel="noopener">MyFHA</a> suffered a
data breach which disclosed the personal information of nearly 1 million people. The data included extensive personal information
relating to home financing including personal contact info, credit statuses, household incomes, loan amounts and notes on personal
circumstances, often referring to legal issues, divorces and health conditions. Multiple parties contacted HIBP with the data after
which MyFHA was alerted in mid-July and acknowledged the legitimacy of the breach then took the site offline.
Creation Date : 2015-02-18T00:00:00

Registered : true
Breach : true
Name : River City Media Spam List
Website : rivercitymediaonline.com
Bio : In January 2017, <a href="https://web.archive.org/web/20170426084052/https://mackeeper.com/blog/post/339-
spammergate-the-fall-of-an-empire" target="_blank" rel="noopener">a massive trove of data from River City Media was found
exposed online</a>. The data was found to contain almost 1.4 billion records including email and IP addresses, names and physical
addresses, all of which was used as part of an enormous spam operation. Once de-duplicated, there were 393 million unique email
addresses within the exposed data.
Creation Date : 2017-01-01T00:00:00

Registered : true
Breach : true
Name : Straffic
Website : straffic.io
Bio : In February 2020, Israeli marketing company <a href="https://www.databreachtoday.com/israeli-marketing-company-exposes-
contacts-database-a-13785" target="_blank" rel="noopener">Straffic exposed a database with 140GB of personal data</a>. The
publicly accessible Elasticsearch database contained over 300M rows with 49M unique email addresses. Exposed data also included
names, phone numbers, physical addresses and genders. In <a href="https://straffic.io/updates.php" target="_blank"
rel="noopener">their breach disclosure message</a>, Straffic stated that &quot;it is impossible to create a totally immune system,
and these things can occur&quot;.
Creation Date : 2020-02-14T00:00:00

Registered : true
Breach : true
Name : The Post Millennial
Website : thepostmillennial.com
Bio : In May 2024, <a href="https://www.mediaite.com/politics/conservative-news-websites-hacked-replaced-with-page-leaking-
private-information/" target="_blank" rel="noopener">the conservative news website The Post Millennial suffered a data
breach</a>. The breach resulted in the defacement of the website and links posted to 3 different corpuses of data including
hundreds of writers and editors (IP, physical address and email exposed), tens of thousands of subscribers to the site (name, email,
username, phone and plain text password exposed), and tens of millions of email addresses from <a
href="https://sprunge.us/SZTt4N" target="_blank" rel="noopener">thousands of mailing lists</a> <em>alleged</em> to have
been used by The Post Millennial (this has not been independently verified). The mailing lists appear to be sourced from various
campaigns not necessarily run by The Post Millennial and contain a variety of different personal attributes including name, phone
and physical address (depending on the campaign). The data was subsequently posted to a popular hacking forum and extensively
torrented.
Creation Date : 2024-05-02T00:00:00



Registered : true
Breach : true
Name : Verifications.io
Website : verifications.io
Bio : In February 2019, the email address validation service <a href="https://securitydiscovery.com/800-million-emails-leaked-
online-by-email-verification-service" target="_blank" rel="noopener">verifications.io suffered a data breach</a>. Discovered by <a
href="https://twitter.com/mayhemdayone" target="_blank" rel="noopener">Bob Diachenko</a> and <a
href="https://twitter.com/vinnytroia" target="_blank" rel="noopener">Vinny Troia</a>, the breach was due to the data being
stored in a MongoDB instance left publicly facing without a password and resulted in 763 million unique email addresses being
exposed. Many records within the data also included additional personal attributes such as names, phone numbers, IP addresses,
dates of birth and genders. No passwords were included in the data. The Verifications.io website went offline during the disclosure
process, although <a href="https://web.archive.org/web/20190227230352/https://verifications.io/" target="_blank"
rel="noopener">an archived copy remains viewable</a>.
Creation Date : 2019-02-25T00:00:00

DISNEYSTORE
Registered : true

ANYDO
Registered : true

ESPN
Registered : true

TWITTER
Registered : true

SPOTIFY
Registered : true

XVIDEOS
Registered : true

TALENT
Registered : true

APPLE
Registered : true

CYBERBACKGROUNDCHECKS
Registered : true
Name : Connie Diane Schaefers
Age : 79
Location : 500 W River Rd, Centralia, WA, 98531, US
Email : a_schaefers@msn.com, connie_schaefers@hotmail.com, legofreak2010@gmail.com, connir_schaefers@hotmail.com, connie-schaefers@hotmail.com,
cschaefers@hotmail.com
Phone : (360) 304-3979, (360) 807-6129, (360) 520-0016, (360) 237-4025, (360) 740-0906, (360) 668-5593, (360) 736-4773, (360) 748-8061, (360) 807-6188

UBISOFTCONNECT
Registered : true

MICROSOFT
Registered : true
Id : 1C6834EC6419A8BC
Name : Izzy Bitner
Location : US
Last Seen : 2024-07-18T07:57:41.927000+00:00
Creation Date : 2020-03-18T11:20:00.557000+00:00

DROPBOX
Registered : true
Id : dbid:AAAYNurBwvL2gT3SDaAULO0oknukmptPiRs



Name : AARON SCHAEFERS
First Name : AARON
Last Name : SCHAEFERS
Email : legofreak2010@gmail.com
Verified : true

MAPS
Registered : true
Profile Url : https://www.google.com/maps/contrib/109034876582604482980/reviews
Private : false

YELP
Registered : true
Id : 9Gi18ZEUcKuyKOArboPHJA
Name : Aaron S.
First Name : Aaron
Gender : m
Location : WA, WA
Profile Url : https://www.yelp.com/user_details?userid=9Gi18ZEUcKuyKOArboPHJA&utm_source=ishare
Followers : 0
Following : 0
Creation Date : 2021-08-19T13:56:45



Timeline
Content: Breached on Advance Auto Parts
Date/Year: 2024-06-05T00:00:00

Content: Breached on Modern Business Solutions
Date/Year: 2016-10-08T00:00:00

Content: Breached on MyFHA
Date/Year: 2015-02-18T00:00:00

Content: Breached on River City Media Spam List
Date/Year: 2017-01-01T00:00:00

Content: Breached on Straffic
Date/Year: 2020-02-14T00:00:00

Content: Breached on The Post Millennial
Date/Year: 2024-05-02T00:00:00

Content: Breached on Verifications.io
Date/Year: 2019-02-25T00:00:00

Content: Last Seen (Play Games)
Date/Year: 2021-02-04T08:12:33

Content: Last Seen (Microsoft)
Date/Year: 2024-07-18T07:57:41.927000+00:00

Content: Created (Microsoft)
Date/Year: 2020-03-18T11:20:00.557000+00:00

Content: Last Seen (Google Calendar)
Date/Year: 2024-07-21T17:45:03

Content: Reviewed Quality Inn & Suites Sequim at Olympic National Park
Date/Year: 2020-05-31T05:07:53

Content: Reviewed Hi-Way 101 Diner
Date/Year: 2020-05-31T05:07:07

Content: Reviewed Express Employment Professionals
Date/Year: 2018-02-26T21:16:11

Content: Reviewed The Home Depot
Date/Year: 2017-12-20T20:19:39

Content: Reviewed Miracle-Ear Hearing Aid Center
Date/Year: 2017-11-17T19:08:44

Content: Created (Yelp)
Date/Year: 2021-08-19T13:56:45

Content: Reviewed Days Inn by Wyndham Port Angeles.
Date/Year: 2021-08-19T14:14:28

Content: Last Seen (Google)
Date/Year: 2024-07-20T06:37:58

Content: Last Seen (Device (Google))
Date/Year: 2018-01-18T12:44:05
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