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Module Responses
GOOGLE
Registered : true
Id : 107441102749315477661
Name : Anita Christal
Last Seen : 2023-03-29T07:04:59

YOUTUBE
Registered : true
Id : UCFd_Urf5n7fbbntZREsf3xg
Name : Anita Christal
Profile Url : https://www.youtube.com/channel/UCFd_Urf5n7fbbntZREsf3xg

HIBP
Registered : true
Breach : true
Name : Modern Business Solutions
Website : modbsolutions.com
Bio : In October 2016, a large Mongo DB file containing tens of millions of
accounts <a
href="https://twitter.com/0x2Taylor/status/784544208879292417"
target="_blank" rel="noopener">was shared publicly on Twitter</a> (the
file has since been removed). The database contained over 58M unique
email addresses along with IP addresses, names, home addresses, genders,
job titles, dates of birth and phone numbers. The data was subsequently <a
href="http://news.softpedia.com/news/hacker-steals-58-million-user-
records-from-data-storage-provider-509190.shtml" target="_blank"
rel="noopener">attributed to &quot;Modern Business Solutions&quot;
</a>, a company that provides data storage and database hosting
solutions. They've yet to acknowledge the incident or explain how they
came to be in possession of the data.
Creation Date : 2016-10-08T00:00:00



Registered : true
Breach : true
Name : River City Media Spam List
Website : rivercitymediaonline.com
Bio : In January 2017, <a
href="https://web.archive.org/web/20170426084052/https://mackeeper.com/blog/post/339-
spammergate-the-fall-of-an-empire" target="_blank" rel="noopener">a massive trove of
data from River City Media was found exposed online</a>. The data was found to contain
almost 1.4 billion records including email and IP addresses, names and physical addresses,
all of which was used as part of an enormous spam operation. Once de-duplicated, there
were 393 million unique email addresses within the exposed data.
Creation Date : 2017-01-01T00:00:00

Registered : true
Breach : true
Name : Straffic
Website : straffic.io
Bio : In February 2020, Israeli marketing company <a
href="https://www.databreachtoday.com/israeli-marketing-company-
exposes-contacts-database-a-13785" target="_blank"
rel="noopener">Straffic exposed a database with 140GB of personal
data</a>. The publicly accessible Elasticsearch database contained over
300M rows with 49M unique email addresses. Exposed data also included
names, phone numbers, physical addresses and genders. In <a
href="https://straffic.io/updates.php" target="_blank" rel="noopener">their
breach disclosure message</a>, Straffic stated that &quot;it is impossible
to create a totally immune system, and these things can occur&quot;.
Creation Date : 2020-02-14T00:00:00

Registered : true
Breach : true
Name : Teespring
Website : teespring.com
Bio : In April 2020, the custom printed apparel website <a
href="https://www.zdnet.com/article/hacker-leaks-data-of-millions-of-
teespring-users/" target="_blank" rel="noopener">Teespring suffered a
data breach that exposed 8.2 million customer records</a>. The data
included email addresses, names, geographic locations and social media
IDs.
Creation Date : 2020-04-01T00:00:00

PINTEREST
Registered : true



CYBERBACKGROUNDCHECKS
Registered : true
Name : Marsha Morrison
Age : 65
Location : 2923 Kenwood Ave, Hannibal, MO, 63401, US
Email : anitachristal@gmail.com, marsha_christal@yahoo.com, marshachristal995@gmail.com,
sissy_srh@yahoo.com, masha_christal07@yahoo.com, marsha_christ07@yahoo.com,
marsha_christal07@yahoo.com, marsha_morrison07@yahoo.com, anitachristal@yahoo.com,
marsha_chriistal07@yahoo.com, marshachristal@yahoo.com
Phone : (573) 470-6422, (573) 541-2231, (573) 822-3951, (573) 541-5416, (573) 406-1573, (573) 719-3279,
(573) 541-3340, (573) 221-3669, (573) 221-4041

MAPS
Registered : true
Profile Url : https://www.google.com/maps/contrib/107441102749315477661/reviews
Private : false



Timeline
Content: Breached on Modern Business Solutions
Date/Year: 2016-10-08T00:00:00

Content: Breached on River City Media Spam List
Date/Year: 2017-01-01T00:00:00

Content: Breached on Straffic
Date/Year: 2020-02-14T00:00:00

Content: Breached on Teespring
Date/Year: 2020-04-01T00:00:00

Content: Reviewed Walmart Supercenter
Date/Year: 2021-07-17T19:09:09

Content: Reviewed Walmart Supercenter
Date/Year: 2021-07-17T19:08:54

Content: Reviewed Gran Rio Mexican Restaurant
Date/Year: 2021-04-20T22:11:37

Content: Reviewed Dollar General
Date/Year: 2018-07-30T20:22:07

Content: Last Active (Google)
Date/Year: 2023-03-29T07:04:59
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