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Module Responses:
HIBP
Picture Url

Registered: true
Breach: true
Name: National Public Data
Bio: In April 2024, <a href="https://www.troyhunt.com/inside-the-3-billion-people-national-public-
data-breach" target="_blank" rel="noopener">a large trove of data made headlines as having 
exposed &quot;3 billion people&quot; due to a breach of the National Public Data background 
check service</a>. The initial corpus of data released in the breach contained billions of rows of 
personal information, including US social security numbers. Further partial data sets were later 
released including extensive personal information and 134M unique email addresses, although 
the origin and accuracy of the data remains in question. This breach has been flagged as 
&quot;unverified&quot; and a full description of the incident is in the link above.
Creation Date: 2024-04-09T00:00:00
Logo: https://haveibeenpwned.com/Content/Images/PwnedLogos/List.png
Description: In April 2024, <a href="https://www.troyhunt.com/inside-the-3-billion-people-
national-public-data-breach" target="_blank" rel="noopener">a large trove of data made headlines 
as having exposed &quot;3 billion people&quot; due to a breach of the National Public Data 
background check service</a>. The initial corpus of data released in the breach contained 
billions of rows of personal information, including US social security numbers. Further partial 
data sets were later released including extensive personal information and 134M unique email 
addresses, although the origin and accuracy of the data remains in question. This breach has 
been flagged as &quot;unverified&quot; and a full description of the incident is in the link above.
Title: National Public Data
Breach Count: 133957569
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Registered: true
Breach: true
Name: Not Acxiom
Bio: In 2020, <a href="https://www.troyhunt.com/data-breach-misattribution-acxiom-live-ramp/" 
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target="_blank" rel="noopener">a corpus of data containing almost a quarter of a billion records 
spanning over 400 different fields was misattributed to database marketing company Acxiom</
a> and subsequently circulated within the hacking community. On review, Acxiom concluded that 
&quot;the claims are indeed false and that the data, which has been readily available across 
multiple environments, does not come from Acxiom and is in no way the subject of an Acxiom 
breach&quot;. The data contained almost 52M unique email addresses.
Creation Date: 2020-06-21T00:00:00
Logo: https://haveibeenpwned.com/Content/Images/PwnedLogos/List.png
Description: In 2020, <a href="https://www.troyhunt.com/data-breach-misattribution-acxiom-live-
ramp/" target="_blank" rel="noopener">a corpus of data containing almost a quarter of a billion 
records spanning over 400 different fields was misattributed to database marketing company 
Acxiom</a> and subsequently circulated within the hacking community. On review, Acxiom 
concluded that &quot;the claims are indeed false and that the data, which has been readily 
available across multiple environments, does not come from Acxiom and is in no way the subject 
of an Acxiom breach&quot;. The data contained almost 52M unique email addresses.
Title: Not Acxiom
Breach Count: 51730831


