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Module Responses
GOOGLE
Registered : true
Id : 116927605057265184671
Name : Michael Troland
Last Seen : 2024-08-15T01:22:07

Registered : true
Devices : Samsung SM-F711U
Last Seen : 2024-06-06T16:16:22
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Registered : true
Devices : Samsung SM-G981U
Last Seen : 2021-05-01T14:51:51

Registered : true
Devices : Samsung SM-G935T
Last Seen : 2017-01-08T20:17:21

YOUTUBE
Registered : true
Id : UC6uZZQhzwxhqBFajEg3s16Q
Name : Michael Troland
Profile Url : https://www.youtube.com/channel/UC6uZZQhzwxhqBFajEg3s16Q

PLAYGAMES



Registered : true
Id : g14781870077544807032
Name : mjtroland
Username : mjtroland
Banner Url : https://lh3.googleusercontent.com
/stE_SLQUnI6lquMdEO8FYQrtjCHHYa_41MjBFzTwEH0A8X2j4qBtcXIwcaXr9lKszPl6wzShqNE0fnsHvA
Bio : General
Last Seen : 2023-12-12T14:50:44

MYFITNESSPAL
Registered : true

HIBP
Registered : true
Breach : true
Name : Modern Business Solutions
Website : modbsolutions.com
Bio : In October 2016, a large Mongo DB file containing tens of millions of accounts <a
href="https://twitter.com/0x2Taylor/status/784544208879292417" target="_blank" rel="noopener">was
shared publicly on Twitter</a> (the file has since been removed). The database contained over 58M unique
email addresses along with IP addresses, names, home addresses, genders, job titles, dates of birth and
phone numbers. The data was subsequently <a href="http://news.softpedia.com/news/hacker-steals-58-
million-user-records-from-data-storage-provider-509190.shtml" target="_blank" rel="noopener">attributed
to &quot;Modern Business Solutions&quot;</a>, a company that provides data storage and database
hosting solutions. They've yet to acknowledge the incident or explain how they came to be in possession of
the data.
Creation Date : 2016-10-08T00:00:00



Registered : true
Breach : true
Name : MyFitnessPal
Website : myfitnesspal.com
Bio : In February 2018, the diet and exercise service <a href="https://content.myfitnesspal.com/security-
information/FAQ.html" target="_blank" rel="noopener">MyFitnessPal suffered a data breach</a>. The
incident exposed 144 million unique email addresses alongside usernames, IP addresses and passwords
stored as SHA-1 and bcrypt hashes (the former for earlier accounts, the latter for newer accounts). In 2019,
<a href="https://www.theregister.co.uk/2019/02/11/620_million_hacked_accounts_dark_web/"
target="_blank" rel="noopener">the data appeared listed for sale on a dark web marketplace</a> (along
with several other large breaches) and subsequently began circulating more broadly. The data was provided
to HIBP by a source who requested it to be attributed to &quot;BenjaminBlue@exploit.im&quot;.
Creation Date : 2018-02-01T00:00:00

Registered : true
Breach : true
Name : National Public Data
Bio : In April 2024, <a href="https://www.troyhunt.com/inside-the-3-billion-people-national-public-data-
breach" target="_blank" rel="noopener">a large trove of data made headlines as having exposed &quot;3
billion people&quot; due to a breach of the National Public Data background check service</a>. The initial
corpus of data released in the breach contained billions of rows of personal information, including US social
security numbers. Further partial data sets were later released including extensive personal information and
134M unique email addresses, although the origin and accuracy of the data remains in question. This breach
has been flagged as &quot;unverified&quot; and a full description of the incident is in the link above.
Creation Date : 2024-04-09T00:00:00

Registered : true
Breach : true
Name : Scentbird
Website : scentbird.com



Bio : In June 2020, the online fragrance service <a href="https://www.bleepingcomputer.com/news/security
/hacker-leaks-386-million-user-records-from-18-companies-for-free/" target="_blank"
rel="noopener">Scentbird suffered a data breach</a> that exposed the personal information of over 5.8
million customers. Personal information including names, email addresses, genders, dates of birth,
passwords stored as bcrypt hashes and indicators of password strength were all exposed. The data was
provided to HIBP by <a href="https://breachbase.pw/" target="_blank"
rel="noopener">breachbase.pw</a>.
Creation Date : 2020-06-22T00:00:00

Registered : true
Breach : true
Name : Teespring
Website : teespring.com
Bio : In April 2020, the custom printed apparel website <a href="https://www.zdnet.com/article/hacker-
leaks-data-of-millions-of-teespring-users/" target="_blank" rel="noopener">Teespring suffered a data
breach that exposed 8.2 million customer records</a>. The data included email addresses, names,
geographic locations and social media IDs.
Creation Date : 2020-04-01T00:00:00

Registered : true
Breach : true
Name : The Post Millennial
Website : thepostmillennial.com
Bio : In May 2024, <a href="https://www.mediaite.com/politics/conservative-news-websites-hacked-
replaced-with-page-leaking-private-information/" target="_blank" rel="noopener">the conservative news
website The Post Millennial suffered a data breach</a>. The breach resulted in the defacement of the
website and links posted to 3 different corpuses of data including hundreds of writers and editors (IP,
physical address and email exposed), tens of thousands of subscribers to the site (name, email, username,
phone and plain text password exposed), and tens of millions of email addresses from <a
href="https://sprunge.us/SZTt4N" target="_blank" rel="noopener">thousands of mailing lists</a>
<em>alleged</em> to have been used by The Post Millennial (this has not been independently verified).



The mailing lists appear to be sourced from various campaigns not necessarily run by The Post Millennial
and contain a variety of different personal attributes including name, phone and physical address
(depending on the campaign). The data was subsequently posted to a popular hacking forum and
extensively torrented.
Creation Date : 2024-05-02T00:00:00

Registered : true
Breach : true
Name : Twitter (200M)
Website : twitter.com
Bio : In early 2023, <a href="https://www.bleepingcomputer.com/news/security/200-million-twitter-users-
email-addresses-allegedly-leaked-online/" target="_blank" rel="noopener">over 200M records scraped
from Twitter appeared on a popular hacking forum</a>. The data was obtained sometime in 2021 by
abusing an API that enabled email addresses to be resolved to Twitter profiles. The subsequent results were
then composed into a corpus of data containing email addresses alongside public Twitter profile
information including names, usernames and follower counts.
Creation Date : 2021-01-01T00:00:00

Registered : true
Breach : true
Name : Verifications.io
Website : verifications.io
Bio : In February 2019, the email address validation service <a href="https://securitydiscovery.com/800-
million-emails-leaked-online-by-email-verification-service" target="_blank" rel="noopener">verifications.io
suffered a data breach</a>. Discovered by <a href="https://twitter.com/mayhemdayone" target="_blank"
rel="noopener">Bob Diachenko</a> and <a href="https://twitter.com/vinnytroia" target="_blank"
rel="noopener">Vinny Troia</a>, the breach was due to the data being stored in a MongoDB instance left
publicly facing without a password and resulted in 763 million unique email addresses being exposed. Many
records within the data also included additional personal attributes such as names, phone numbers, IP
addresses, dates of birth and genders. No passwords were included in the data. The Verifications.io website
went offline during the disclosure process, although <a href="https://web.archive.org/web/20190227230352



/https://verifications.io/" target="_blank" rel="noopener">an archived copy remains viewable</a>.
Creation Date : 2019-02-25T00:00:00

Registered : true
Breach : true
Name : Zynga
Website : zynga.com
Bio : In September 2019, game developer <a href="https://www.cnet.com/news/words-with-friends-hack-
reportedly-exposes-data-of-more-than-200m-players/" target="_blank" rel="noopener">Zynga (the creator
of Words with Friends) suffered a data breach</a>. The incident exposed 173M unique email addresses
alongside usernames and passwords stored as salted SHA-1 hashes. The data was provided to HIBP by <a
href="https://dehashed.com/" target="_blank" rel="noopener">dehashed.com</a>.
Creation Date : 2019-09-01T00:00:00

HELLOFRESH
Registered : true

TWITTER
Registered : true

SAMSUNG
Registered : true

ZILLOW



Registered : true

CYBERBACKGROUNDCHECKS
Registered : true
Name : Michael J Troland
Age : 48
Location : 8275 23rd St, White City, OR, 97503, US
Email : michael.troland@yahoo.com, michaelj2323@hotmail.com, opentoall1970@hotmail.com
Phone : (503) 695-6562, (541) 423-5005, (541) 499-6066, (541) 342-9301, 342-9301

ESPN
Registered : true

BANDSINTOWN
Registered : true

DISNEYSTORE
Registered : true

INSTAGRAM
Registered : true



MICROSOFT
Registered : true

YELP
Registered : true
Id : Nqc9RRmnytuEYxw3g_haMw
Name : Michael T.
First Name : Michael
Gender : m
Location : Medford, OR
Profile Url : https://www.yelp.com/user_details?userid=Nqc9RRmnytuEYxw3g_haMw&utm_source=ishare
Followers : 59
Following : 0
Creation Date : 2014-07-29T18:27:49

MAPS
Registered : true
Profile Url : https://www.google.com/maps/contrib/116927605057265184671/reviews
Private : false



Timeline
Content: Breached on Modern Business Solutions

Date/Year: 2016-10-08T00:00:00

Content: Breached on MyFitnessPal

Date/Year: 2018-02-01T00:00:00

Content: Breached on National Public Data

Date/Year: 2024-04-09T00:00:00

Content: Breached on Scentbird

Date/Year: 2020-06-22T00:00:00

Content: Breached on Teespring

Date/Year: 2020-04-01T00:00:00

Content: Breached on The Post Millennial

Date/Year: 2024-05-02T00:00:00

Content: Breached on Twitter (200M)

Date/Year: 2021-01-01T00:00:00

Content: Breached on Verifications.io

Date/Year: 2019-02-25T00:00:00

Content: Breached on Zynga

Date/Year: 2019-09-01T00:00:00

Content: Last Active (Play Games)

Date/Year: 2023-12-12T14:50:44

Content: Created Account (Yelp)



Date/Year: 2014-07-29T18:27:49

Content: Left 18 reviews in 2018. (Google Maps)

Date/Year: 2018

Content: Reviewed Josh Lowe's Dr. Energy Saver

Date/Year: 2023-04-22T22:42:59

Content: Reviewed Crater Lake ZipLine

Date/Year: 2021-05-02T18:14:39

Content: Reviewed F V Martin Trucking Co

Date/Year: 2021-04-15T10:54:18

Content: Reviewed Taqueria juan colorado

Date/Year: 2021-04-15T10:52:17

Content: Reviewed Aisling Truck Academy

Date/Year: 2020-12-10T11:04:55

Content: Reviewed Lake of the Woods Resort

Date/Year: 2020-10-27T07:16:06

Content: Reviewed Maries Water Delivery

Date/Year: 2020-08-06T19:08:43

Content: Reviewed Rogue Jet Boat Adventures

Date/Year: 2020-06-14T05:33:51

Content: Reviewed OlsenDaines

Date/Year: 2020-03-09T21:38:29

Content: Reviewed In-N-Out Burger

Date/Year: 2019-10-03T23:42:10



Content: Reviewed IHOP

Date/Year: 2019-08-24T19:29:31

Content: Reviewed Mrs. Q's Restaurant

Date/Year: 2019-04-29T20:22:25

Content: Reviewed Star Body Works - Medford, OR

Date/Year: 2019-01-29T22:29:11

Content: Reviewed Shiki Sushi & Asian Fusion

Date/Year: 2017-11-04T01:32:02

Content: Reviewed Black Bear Diner Medford

Date/Year: 2016-10-19T00:41:44

Content: Reviewed Pilot Travel Center

Date/Year: 2015-05-19T17:52:33

Content: Last Active (Google)

Date/Year: 2024-08-15T01:22:07

Content: Last Active (Device (Google))

Date/Year: 2024-06-06T16:16:22

Content: Last Active (Device (Google))

Date/Year: 2021-05-01T14:51:51

Content: Last Active (Device (Google))

Date/Year: 2017-01-08T20:17:21
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