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Module Responses
HIBP
Registered : true
Breach : true
Name : Exactis
Website : exactis.com
Bio : In June 2018, <a href="https://www.wired.com/story/exactis-database-leak-340-million-records/"
target="_blank" rel="noopener">the marketing firm Exactis inadvertently publicly leaked 340 million
records of personal data</a>. Security researcher <a href="https://www.nightlionsecurity.com/"
target="_blank" rel="noopener">Vinny Troia of Night Lion Security</a> discovered the leak contained
multiple terabytes of personal information spread across hundreds of separate fields including addresses,
phone numbers, family structures and extensive profiling data. The data was collected as part of Exactis'
service as a &quot;compiler and aggregator of premium business &amp; consumer data&quot; which they
then sell for profiling and marketing purposes. A small subset of the exposed fields were provided to Have I
Been Pwned and contained 132 million unique email addresses.
Creation Date : 2018-06-01T00:00:00

Registered : true
Breach : true
Name : National Public Data
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Bio : In April 2024, <a href="https://www.troyhunt.com/inside-the-3-billion-people-national-public-data-
breach" target="_blank" rel="noopener">a large trove of data made headlines as having exposed &quot;3
billion people&quot; due to a breach of the National Public Data background check service</a>. The initial
corpus of data released in the breach contained billions of rows of personal information, including US social
security numbers. Further partial data sets were later released including extensive personal information and
134M unique email addresses, although the origin and accuracy of the data remains in question. This breach
has been flagged as &quot;unverified&quot; and a full description of the incident is in the link above.
Creation Date : 2024-04-09T00:00:00

Registered : true
Breach : true
Name : River City Media Spam List
Website : rivercitymediaonline.com
Bio : In January 2017, <a href="https://web.archive.org/web/20170426084052/https://mackeeper.com
/blog/post/339-spammergate-the-fall-of-an-empire" target="_blank" rel="noopener">a massive trove of
data from River City Media was found exposed online</a>. The data was found to contain almost 1.4 billion
records including email and IP addresses, names and physical addresses, all of which was used as part of an
enormous spam operation. Once de-duplicated, there were 393 million unique email addresses within the
exposed data.
Creation Date : 2017-01-01T00:00:00

CYBERBACKGROUNDCHECKS
Registered : true
Name : John M Bartlett
Age : 63
Location : 2645 Village Blvd, White City, OR, 97503, US
Email : chloeesmama@yahoo.com, jbartlett4903@lycos.com, jellie8@bellsouth.com
Phone : (541) 826-6993, (541) 826-6455, (541) 210-4758, (276) 988-2288, (541) 779-4756



Timeline
Content: Breached on Exactis
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