
OSINT Industries
Report for: rainygeorgia13@gmail.com

As of 2024-08-22T21:26:12.199Z
Map • Modules • Timeline

Module Responses
GOOGLE
Registered : true
Id : 104906628044559375982
Name : Cosmic Soul Rock and roll
Last Seen : 2024-08-13T12:41:22

YOUTUBE

https://app.osint.industries/results?query=ed46d06b-f542-43a3-9548-4d1be0d87502&home=true#map-index
https://app.osint.industries/results?query=ed46d06b-f542-43a3-9548-4d1be0d87502&home=true#map-index
https://app.osint.industries/results?query=ed46d06b-f542-43a3-9548-4d1be0d87502&home=true#module-index
https://app.osint.industries/results?query=ed46d06b-f542-43a3-9548-4d1be0d87502&home=true#module-index
https://app.osint.industries/results?query=ed46d06b-f542-43a3-9548-4d1be0d87502&home=true#timeline-index
https://app.osint.industries/results?query=ed46d06b-f542-43a3-9548-4d1be0d87502&home=true#timeline-index


Registered : true
Id : UC2UvbfR0OnDMNedpYNbSGvQ
Name : Rainy Georgia Dawn
Profile Url : https://www.youtube.com/channel/UC2UvbfR0OnDMNedpYNbSGvQ

PLAYGAMES
Registered : true
Id : g10453221137461397060
Name : Jammers666
Username : Jammers666
Banner Url : https://lh3.googleusercontent.com
/i_yl0cDYYzNXIq7XoHQM2cvtALlLBNaxW3owTGkt3lV0wkMrRjlt8GUNC3oMSnk6HTQl8EQlglRLpAaFog
Bio : Top Gun
Last Seen : 2022-08-18T19:23:43

PICSART
Registered : true
Id : 137716966001102
Name : Rainy Georgia Dawn Smith
Username : loyalbittccchhh
Profile Url : https://picsart.com/u/loyalbittccchhh
Followers : 0
Following : 8



POSHMARK
Registered : true
Id : 54b0b5acdd7b7f5827067498
Name : Rain Rain
Gender : female
Location : us
Username : thickbby16
Profile Url : https://poshmark.com/closet/thickbby16
Creation Date : 2015-01-10T05:16:28

KHANACADEMY
Registered : true
Id : kaid_163595211860035075727304
Name : RainyGeorgia13
Username : RainyGeorgia13
Profile Url : https://www.khanacademy.org/profile/kaid_163595211860035075727304

VSCO



Registered : true
Id : 35619412
Username : rainygeorgiadawn
Profile Url : https://vsco.co/rainygeorgiadawn/gallery
Email : rainygeorgia13@gmail.com
Last Seen : 2017-05-26T14:33:12
Creation Date : 2017-05-26T14:33:11

FACEBOOK
Registered : true

NIKERUNCLUB
Registered : true
Id : ffcfe92f-91ae-4ddf-a26e-fb0e8f8dc8a8
First Name : Rainy
Last Name : Smith
Username : RainyS620404306
Profile Url : http://my.nike.com/RainyS620404306
Private : false

LINKEDIN
Registered : true



MYFITNESSPAL
Registered : true

HIBP
Registered : true
Breach : true
Name : Acuity
Bio : In mid-2020, <a href="https://www.troyhunt.com/acuity-who-attempts-and-failures-to-attribute-
437gb-of-breached-data" target="_blank" rel="noopener">a 437GB corpus of data attributed to an entity
named &quot;Acuity&quot; was created and later extensively distributed</a>. However, the source could
not be confidently verified as any known companies named Acuity. The data totalled over 14M unique email
addresses with each row containing extensive personal information across more than 400 columns of data
including names, phone numbers, physical addresses, genders and dates of birth.
Creation Date : 2020-06-18T00:00:00

Registered : true
Breach : true
Name : ai.type
Website : aitype.com
Bio : In December 2017, the virtual keyboard application <a href="https://mackeepersecurity.com
/post/virtual-keyboard-developer-leaked-31-million-of-client-records" target="_blank"
rel="noopener">ai.type was found to have left a huge amount of data publicly facing in an unsecured
MongoDB instance</a>. Discovered by researchers at The Kromtech Security Center, the 577GB data set
included extensive personal information including over 20 million unique email addresses, social media
profiles and address book contacts. The email addresses alone were provided to HIBP to enable impacted
users to assess their exposure.
Creation Date : 2017-12-05T00:00:00



Registered : true
Breach : true
Name : Canva
Website : canva.com
Bio : In May 2019, the graphic design tool website <a href="https://support.canva.com/contact/customer-
support/may-24-security-incident-faqs/" target="_blank" rel="noopener">Canva suffered a data
breach</a> that impacted 137 million subscribers. The exposed data included email addresses, usernames,
names, cities of residence and passwords stored as bcrypt hashes for users not using social logins. The data
was provided to HIBP by a source who requested it be attributed to "JimScott.Sec@protonmail.com".
Creation Date : 2019-05-24T00:00:00

Registered : true
Breach : true
Name : EyeEm
Website : eyeem.com
Bio : In February 2018, <a href="https://www.theregister.co.uk/2019/02
/11/620_million_hacked_accounts_dark_web/" target="_blank" rel="noopener">photography website EyeEm
suffered a data breach</a>. The breach was identified among a collection of other large incidents and
exposed almost 20M unique email addresses, names, usernames, bios and password hashes. The data was
provided to HIBP by a source who asked for it to be attributed to &quot;Kuroi'sh or Gabriel Kimiaie-Asadi
Bildstein&quot;.
Creation Date : 2018-02-28T00:00:00

Registered : true
Breach : true
Name : Houzz
Website : houzz.com
Bio : In mid-2018, the housing design website <a href="https://help.houzz.com/s/article/security-
update?language=en_US" target="_blank" rel="noopener">Houzz suffered a data breach</a>. The
company learned of the incident later that year then disclosed it to impacted members in February 2019.



Almost 49 million unique email addresses were in the breach alongside names, IP addresses, geographic
locations and either salted hashes of passwords or links to social media profiles used to authenticate to the
service. The data was provided to HIBP by <a href="https://dehashed.com/" target="_blank"
rel="noopener">dehashed.com</a>.
Creation Date : 2018-05-23T00:00:00

Registered : true
Breach : true
Name : Instant Checkmate
Website : instantcheckmate.com
Bio : In 2019, the public records search service <a href="https://www.instantcheckmate.com/security-
incident-alert/" target="_blank" rel="noopener">Instant Checkmate suffered a data breach that later came
to light in early 2023</a>. The data included almost 12M unique customer email addresses, names, phone
numbers and passwords stored as scrypt hashes.
Creation Date : 2019-04-12T00:00:00

Registered : true
Breach : true
Name : Not Acxiom
Bio : In 2020, <a href="https://www.troyhunt.com/data-breach-misattribution-acxiom-live-ramp/"
target="_blank" rel="noopener">a corpus of data containing almost a quarter of a billion records spanning
over 400 different fields was misattributed to database marketing company Acxiom</a> and subsequently
circulated within the hacking community. On review, Acxiom concluded that &quot;the claims are indeed
false and that the data, which has been readily available across multiple environments, does not come from
Acxiom and is in no way the subject of an Acxiom breach&quot;. The data contained almost 52M unique
email addresses.
Creation Date : 2020-06-21T00:00:00

Registered : true



Breach : true
Name : piZap
Website : pizap.com
Bio : In approximately December 2017, the online photo editing site <a href="https://www.zdnet.com
/article/hacker-puts-up-for-sale-third-round-of-hacked-databases-on-the-dark-web/" target="_blank"
rel="noopener">piZap suffered a data breach</a>. The data was later placed up for sale on a dark web
marketplace along with a collection of other data breaches in February 2019. A total of 42 million unique
email addresses were included in the breach alongside names, genders and links to Facebook profiles when
the social media platform was used to authenticate to piZap. When accounts were created directly on piZap
without using Facebook for authentication, passwords stored as SHA-1 hashes were also exposed. The data
was provided to HIBP by a source who requested it be attributed to
&quot;JimScott.Sec@protonmail.com&quot;.
Creation Date : 2017-12-07T00:00:00

Registered : true
Breach : true
Name : Poshmark
Website : poshmark.com
Bio : In mid-2018, social commerce marketplace <a href="https://techcrunch.com/2019/08/01/poshmark-
confirms-data-breach/" target="_blank" rel="noopener">Poshmark suffered a data breach</a> that
exposed 36M user accounts. The compromised data included email addresses, names, usernames, genders,
locations and passwords stored as bcrypt hashes. The data was provided to HIBP by a source who requested
it be attributed to "JimScott.Sec@protonmail.com".
Creation Date : 2018-05-16T00:00:00

Registered : true
Breach : true
Name : River City Media Spam List
Website : rivercitymediaonline.com
Bio : In January 2017, <a href="https://web.archive.org/web/20170426084052/https://mackeeper.com
/blog/post/339-spammergate-the-fall-of-an-empire" target="_blank" rel="noopener">a massive trove of



data from River City Media was found exposed online</a>. The data was found to contain almost 1.4 billion
records including email and IP addresses, names and physical addresses, all of which was used as part of an
enormous spam operation. Once de-duplicated, there were 393 million unique email addresses within the
exposed data.
Creation Date : 2017-01-01T00:00:00

Registered : true
Breach : true
Name : Scentbird
Website : scentbird.com
Bio : In June 2020, the online fragrance service <a href="https://www.bleepingcomputer.com/news/security
/hacker-leaks-386-million-user-records-from-18-companies-for-free/" target="_blank"
rel="noopener">Scentbird suffered a data breach</a> that exposed the personal information of over 5.8
million customers. Personal information including names, email addresses, genders, dates of birth,
passwords stored as bcrypt hashes and indicators of password strength were all exposed. The data was
provided to HIBP by <a href="https://breachbase.pw/" target="_blank"
rel="noopener">breachbase.pw</a>.
Creation Date : 2020-06-22T00:00:00

Registered : true
Breach : true
Name : SHEIN
Website : shein.com
Bio : In June 2018, online fashion retailer <a href="https://www.zdnet.com/article/shein-fashion-retailer-
announces-breach-affecting-6-42-million-users/" target="_blank" rel="noopener">SHEIN suffered a data
breach</a>. The company discovered the breach 2 months later in August then disclosed the incident
another month after that. A total of 39 million unique email addresses were found in the breach alongside
MD5 password hashes. The data was provided to HIBP by a source who requested it be attributed to
&quot;JimScott.Sec@protonmail.com&quot;.
Creation Date : 2018-06-01T00:00:00



Registered : true
Breach : true
Name : Special K Data Feed Spam List
Website : data4marketers.com
Bio : In mid to late 2015, a spam list known as the <a href="http://www.data4marketers.com
/d4m_SpecialKfeed2015.html" target="_blank" rel="noopener">Special K Data Feed</a> was discovered
containing almost 31M identities. The data includes personal attributes such as names, physical and IP
addresses, genders, birth dates and phone numbers. <a href="https://www.troyhunt.com/have-i-been-
pwned-and-spam-lists-of-personal-information" target="_blank" rel="noopener">Read more about spam
lists in HIBP.</a>
Creation Date : 2015-10-07T00:00:00

Registered : true
Breach : true
Name : Straffic
Website : straffic.io
Bio : In February 2020, Israeli marketing company <a href="https://www.databreachtoday.com/israeli-
marketing-company-exposes-contacts-database-a-13785" target="_blank" rel="noopener">Straffic exposed
a database with 140GB of personal data</a>. The publicly accessible Elasticsearch database contained over
300M rows with 49M unique email addresses. Exposed data also included names, phone numbers, physical
addresses and genders. In <a href="https://straffic.io/updates.php" target="_blank" rel="noopener">their
breach disclosure message</a>, Straffic stated that &quot;it is impossible to create a totally immune
system, and these things can occur&quot;.
Creation Date : 2020-02-14T00:00:00

Registered : true
Breach : true
Name : Verifications.io
Website : verifications.io
Bio : In February 2019, the email address validation service <a href="https://securitydiscovery.com/800-



million-emails-leaked-online-by-email-verification-service" target="_blank" rel="noopener">verifications.io
suffered a data breach</a>. Discovered by <a href="https://twitter.com/mayhemdayone" target="_blank"
rel="noopener">Bob Diachenko</a> and <a href="https://twitter.com/vinnytroia" target="_blank"
rel="noopener">Vinny Troia</a>, the breach was due to the data being stored in a MongoDB instance left
publicly facing without a password and resulted in 763 million unique email addresses being exposed. Many
records within the data also included additional personal attributes such as names, phone numbers, IP
addresses, dates of birth and genders. No passwords were included in the data. The Verifications.io website
went offline during the disclosure process, although <a href="https://web.archive.org/web/20190227230352
/https://verifications.io/" target="_blank" rel="noopener">an archived copy remains viewable</a>.
Creation Date : 2019-02-25T00:00:00

Registered : true
Breach : true
Name : Wattpad
Website : wattpad.com
Bio : In June 2020, the user-generated stories website <a href="https://www.bleepingcomputer.com
/news/security/wattpad-data-breach-exposes-account-info-for-millions-of-users/" target="_blank"
rel="noopener">Wattpad suffered a huge data breach that exposed almost 270 million records</a>. The
data was initially sold then published on a public hacking forum where it was broadly shared. The incident
exposed extensive personal information including names and usernames, email and IP addresses, genders,
birth dates and passwords stored as bcrypt hashes.
Creation Date : 2020-06-29T00:00:00

MYSPACE
Registered : true

HELLOFRESH



Registered : true

TUMBLR
Registered : true

NEXTDOOR
Registered : true

BITMOJI
Registered : true

TWITTER
Registered : true

REMIND
Registered : true

INSTACART
Registered : true



CARE2
Registered : true

XVIDEOS
Registered : true

VIMEO
Registered : true

CASHAPP
Registered : true
Id : C_5q2v41ycn
Name : Rainy Smith
Location : USA
Username : Mudm0nkey

SAMSUNG
Registered : true
Phone Hint : +138**82**62



GOODREADS
Registered : true
Id : 176831412
Name : Rainy Georgia
Profile Url : https://www.goodreads.com/user/show/176831412-rainy-georgia

TAGGED
Registered : true

PLEX
Registered : true
Id : 3426a8388e13e8b0
Username : rainyge8

CYBERBACKGROUNDCHECKS



Registered : true
Name : Latrina S Gissendanner
Age : 49
Location : 4045 Country Meadows Blvd, Punta Gorda, FL, 33980, US
Email : latrina2726@gmail.com, zxxasd@gmail.com, latrina811@gmail.com, robert.williams_25@icloud.com, reggie1746@gmail.com,
tom.harvey@hotmail.com, latrinaw@gmail.com, latrina25@netzero.net, reggiewilliams844@gmail.com, latrinaw@worldnet.att.net,
carmenrosa.vazquez@gmail.com, latrina.williams@worldnet.att.net, leticiaangelicous@gmail.com, rainygeorgia13@gmail.com,
twirksomtin21@yahoo.com, wileywomack@yahoo.com, latrinawilliams32@yahoo.com, thickythick5606@yahoo.com, yeabo@gmail.com,
yeabo2002@gmail.com, williamsreginald46@yahoo.com, yeabo@aol.com, lorraine_hicks@yahoo.com, xfrxedsexyt@yahoo.com,
kortmusic@aol.com, latrinaw@att.net, latrinawilliams32a7@yahoo.com, yeabo2002@gte.net, alatrinawilliams327@yahoo.com,
lwillia5@ymail.com, qj74latrinawilliams32@yahoo.com, clwillia5x96@ymail.com, cmblaugh@hotmail.com,
glatrinawilliams32t30@yahoo.com, latrina.williams@att.net, latrinawilliams32_pjk6@yahoo.com, lgoffdachain@aol.com,
lmccay@sbcglobal.net, rvfishy58@juno.com, soserious@earthlink.net, sotapimp042007@cfl.rr.com, yeabo@bellsouth.net,
yeabo@hotmail.com, yeabo@msn.com, yeabo2@aol.com, yeabo2002@bellsouth.net, latrgiss@webtv.com, ulatrinawz35@worldnet.att.net,
acampani@gmail.com, ulatrinawf65@worldnet.att.net, latrina811@gmil.com, yeabo@gte.net, yeabo2004@aol.com, yeabo1@aol.com,
bigreggie31@hotmail.com, thickythick@yahoo.com, lwoffdachain@aol.com, latrgiss@aol.com
Phone : (941) 822-1342, (941) 348-9528, (941) 254-0466, (941) 650-1301, (941) 753-6695, (941) 727-4697, (941) 447-2739, (941) 920-9603,
(305) 491-3739, (941) 342-1430, (941) 758-0682, (941) 753-1641, (541) 912-3638, (901) 488-0544, (941) 350-0457, (941) 907-3199, (941)
580-8416, (941) 920-9478, (941) 355-8612, (941) 753-3754, (941) 896-4888, (941) 405-4101, (941) 312-6168, (941) 744-0294, (941)
565-2997, (941) 704-8519, (941) 448-5977, (941) 565-1543, (941) 545-2460, (941) 201-6219, (941) 960-3431, (352) 572-2965, (941)
592-2299, 747-8631

SHAZAM
Registered : true

SMULE
Registered : true
Id : 685300426
Username : Kookaiy
Profile Url : https://www.smule.com/Kookaiy



Verified : false

DISNEYSTORE
Registered : true

ESPN
Registered : true

APPLE
Registered : true
Phone Hint : (???) ???-??77

PANDORA
Registered : true
Username : Rainydawn99
Profile Url : https://pandora.com/content/mobile/profile.vm?webname=Rainydawn99



BIBLE
Registered : true
Id : 172125297
Name : Cosmic Soul Rock and roll
First Name : Cosmic Soul
Last Name : Rock and roll
Language : en
Username : rainygeorgia13679
Profile Url : https://my.bible.com/users/172125297
Creation Date : 2022-06-29T13:53:29.729859+00:00

INSTAGRAM
Registered : true

GRAMMARLY
Registered : true

DROPBOX



Registered : true
Id : dbid:AAB5FBH917yDd6uvwKa9B5Be1MT_OORmkB0
Name : Cosmic Soul Rock and roll
First Name : Cosmic Soul
Last Name : Rock and roll
Email : rainygeorgia13@gmail.com
Verified : true

PINTEREST
Registered : true

MAPS
Registered : true
Profile Url : https://www.google.com/maps/contrib/104906628044559375982/reviews
Private : false



Timeline
Content: Created Account (Poshmark)

Date/Year: 2015-01-10T05:16:28

Content: Breached 4 times in 2018. (HaveIBeenPwnd!)

Date/Year: 2018

Content: Breached 5 times in 2020. (HaveIBeenPwnd!)

Date/Year: 2020

Content: Breached on ai.type

Date/Year: 2017-12-05T00:00:00

Content: Breached on Canva

Date/Year: 2019-05-24T00:00:00

Content: Breached on Instant Checkmate

Date/Year: 2019-04-12T00:00:00

Content: Breached on piZap

Date/Year: 2017-12-07T00:00:00

Content: Breached on River City Media Spam List

Date/Year: 2017-01-01T00:00:00

Content: Breached on Special K Data Feed Spam List

Date/Year: 2015-10-07T00:00:00

Content: Breached on Verifications.io

Date/Year: 2019-02-25T00:00:00

Content: Last Active (VSCO)



Date/Year: 2017-05-26T14:33:12

Content: Created Account (VSCO)

Date/Year: 2017-05-26T14:33:11

Content: Last Active (Play Games)

Date/Year: 2022-08-18T19:23:43

Content: Created Account (Bible)

Date/Year: 2022-06-29T13:53:29.729859+00:00

Content: Reviewed Dr. Todd A. McCall, M.D.

Date/Year: 2023-01-31T23:47:57

Content: Reviewed DocMJ

Date/Year: 2021-11-03T20:01:58

Content: Reviewed HCA Florida Putnam Hospital

Date/Year: 2021-08-05T14:00:49

Content: Reviewed HEAVENLY THRIFT SHOPPE

Date/Year: 2021-07-10T18:00:02

Content: Last Active (Google)

Date/Year: 2024-08-13T12:41:22
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